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	Pg
	Error – Fourth Printing
	Correction

	161
	Chapter 3, Example 3-42, Second Config

Reads:

Congo (config-router)# area 52 range 192.168.128.0/20
	Should read:

Congo (config-router)# area 51 range 192.168.128.0/20

	161
	Chapter 3, Example 3-43, Second Config

Reads:

Congo (config-router)# area 52 range 192.168.128.0/20
	Should read:

Congo (config-router)# area 51 range 192.168.128.0/20


Corrections for August 7, 2015
	Pg
	Error – Fourth Printing
	Correction

	4
	Chapter 1, Third Bullet Point

Reads:

· Nexus 5020: Forty fixed wire-speed 10-Gigabit Ethernet interfaces that support IEEE DCB and FCoE. In addition to the fixed interfaces, the Nexus 5010 has one expansion module. The expansion module supports Native Fibre Channel, Ethernet, and FCoE interfaces. The first 16 interfaces of the Nexus 5010 support 1 GbE and 10 GbE.
	Should read:

· Nexus 5020: Forty fixed wire-speed 10-Gigabit Ethernet interfaces that support IEEE DCB and FCoE. In addition to the fixed interfaces, the Nexus 5020 has two expansion modules. The expansion modules support Native Fibre Channel, Ethernet, and FCoE interfaces. The first 16 interfaces of the Nexus 5020 support 1 GbE and 10 GbE.


Corrections for April 17, 2014
	Pg
	Error
	Correction

	121
	Chapter 2, Third Paragraph, Last Sentence

Reads:

This provides packets from looping to infinity and creating storm conditions.
	Should read:

This prevents packets from looping to infinity and creating storm conditions.


Corrections for May 8, 2013
	Pg
	Error
	Correction

	154
	Chapter 3, last paragraph, first sentence

Reads:

The first step to configure OSPF is to enable it in global configuration mode using the feature command, as shown in Example 3-31.
	Should read:
The first step to configure OSPF is to enable it in global configuration mode using the feature command, as shown in Example 3-32.

	160
	Chapter 3, OSPF Summarization, first paragraph, last sentence

Reads:

In Example 3-39, a summary for 192.168.128.0 /20 is created and advertised out interface e1/18 for the network topology illustrated in Figure 3-6.
	Should read:

In Example 3-42, a summary for 192.168.128.0 /20 is created and advertised out interface e1/18 for the network topology illustrated in Figure 3-6.

	169
	Chapter 3, first paragraph, first sentence
Reads:

The values specified under the address-family configuration are for all OSPF neighbors in the area configured for authentication, as demonstrated in Example 3-54.
	Should read:
The values specified under the router configuration are for all OSPF neighbors in the area configured for authentication, as demonstrated in Example 3-54.

	199
	Chapter 3, HSRP Configuration, first sentence

Reads:

The first step configure HSRP is to enable it in global configuration mode using the feature command, as demonstrated in Example 3-88.
	Should read:

The first step configure HSRP is to enable it in global configuration mode using the feature command, as demonstrated in Example 3-100.

	201
	Chapter 3, Verifying the HSRP Configuration, paragraph

Reads:

A quick method to use to see the current state of the HSRP configuration is to use the show hsrp command, as demonstrated in Example 3-101.  All the parameters configured in Example 3-103 are reflected in the output such as priority, preempt, and IP address.
	Should read:

A quick method to use to see the current state of the HSRP configuration is to use the show hsrp command, as demonstrated in Example 3-103.  All the parameters configured in Examples 3-101 and 3-102 are reflected in the output such as priority, preempt, and IP address.

	232
	Chapter 4, Configuring BSRs, last sentence in paragraph

Reads:

N7K-1-Core1 is configured to listen to BSR messages as well.
	Should read:

N7K-1-Core is configured to listen to BSR messages as well.

	239
	Chapter 4, Example 4-9, first line in configuration

Reads:

N7K-2-Core(config-if)# ip address 10.1.0.10/32
	Should read:

N7K-2-Core(config-if)# ip address 10.1.0.10/32-Lo1

	267
	Chapter 5, Example 5-10, last line in configuration
Reads:

Egypt# copy running-configuration startup=configuration
	Should read:
Egypt# copy running-configuration startup-configuration

	276
	Chapter 5, Paragraph above Example 5-19, second sentence

Reads:

The default SSH Server key is an RSA key generated using 2048 per the code in Example 5-19 bits.
	Should read:

The default SSH Server key is an RSA key generated using 2048 bits per the code in Example 5-19.

	318
	Chapter 5, First paragraph, third sentence
Reads:

In this case, the ACL creates a rule that permits any ARP message with IP address 10.10.10.12 and MAC address of 0050.561f.73d3.
	Should read:
In this case, the ACL creates a rule that permits any ARP message with IP address 10.10.10.12 255.255.255.0 and MAC address of 0050.561f.73d3.eeee.eeee.

	324
	Chapter 5, Example 5-80, remove duplicate show commands:

Egypt# show interface Ethernet 1/1 counters storm-control
---------------------------------------------------------------

Port
UcastSupp %
McastSupp %  
BcastSupp %


TotalSuppDiscards

--------------------------------------------------------------

Eth1/1
100.00
100.00
20.00



0

Egypt#
	Remove – duplicate show commands
Egypt# show interface Ethernet 1/1 counters storm-control
---------------------------------------------------------------

Port
UcastSupp %
McastSupp %  
BcastSupp %


TotalSuppDiscards

--------------------------------------------------------------

Eth1/1
100.00
100.00
20.00



0

Egypt#

	327
	Chapter 5, Configuring Control Plane Policing, First Sentence

Reads:

Control Plan Policing (CoPP) protects the supervisor engine against one class of traffic hitting too heavily on the Supervisor CPU,…..
	Should read:

Control Plane Policing (CoPP) protects the supervisor engine against one class of traffic hitting too heavily on the Supervisor CPU,…..


Corrections for April 5, 2013
	Pg
	Error
	Correction

	77
	Chapter 2, Figure 2-3 (correction of errata listed below)

Reads:

Community VLAN 103

Host1
	Should read:

Community VLAN 103

Host4


	79
	Chapter 2, starting at line 26 through line 38

Reads:

Kenya(config)#interface ethernet2/24

Kenya(config-if)# description HOST4

Kenya(config-if)# switchport

Kenya(config-if)# switchport private-vlan host-association 100 103

Kenya(config-if)# exit

Kenya(config)# interface ethernet2/25

Kenya(config-if)# description HOST5
Kenya(config-if)# switchport mode private-vlan host
Kenya(config-if)# switchport
Kenya(config-if)# switchport mode private-vlan host
Kenya(config-if)# switchport private-vlan host-association 100 101

Kenya(config-if)# exit
	Should read:

Kenya(config)#interface ethernet2/24

Kenya(config-if)# description HOST4

Kenya(config-if)# switchport
Kenya(config-if)# switchport mode private-vlan host
Kenya(config-if)# switchport private-vlan host-association 100 103

Kenya(config-if)# exit

Kenya(config)# interface ethernet2/25

Kenya(config-if)# description HOST5
Kenya(config-if)# switchport
Kenya(config-if)# switchport mode private-vlan host
Kenya(config-if)# switchport private-vlan host-association 100 101

Kenya(config-if)# exit

	84
	Chapter 2, Example 2-26, last three lines
Reads:

Eth2/11   Root FWD 4   128.267   Network P2p
Eth2/12   Altn BLK 4     128.268   Network P2p

Kenya#
	Should read:
Eth2/12   Root FWD 4   128.267   Network P2p

Eth2/11   Altn BLK 4     128.268   Network P2p

Kenya#

	87
	Chapter 2, Example 2-29, duplication of lines 8 through 21

	Remove duplicated lines:
Egypt(config)# spanning-tree vlans 1-10 root primary diameter 3

Egypt(config)# spanning-tree vlan 11-20 root secondary diameter 3

Egypt(config)# show spanning-tree vlan 10

VLAN0010


Spanning tree enabled protocol rstp


Root ID
Priority
4106

 
Address
001b.54c2.bbc1


This bridge
is the root


Hello Time
2 sec Max Age 12 sec Forward Delay 9 

sec


Bridge ID Priority 
4106   (priority 4096 sys-id0ext 10)



Address
001b.54c2.bbc1



Hello time 
2 sec Max Age 12 sec   Forward Delay 9 sec

Interface
Role
Sts
Cost
Prio.Nbr
Type

-----------
-----
---
------
---------
--------------------------

Po100
Deag
FWD
1
128.4195
(vPC peer-link) 






Network P2p

	109
	Chapter 2, Paragraph under Example 2-68, First Sentence

Reads:

By specifying inputting in the required values based on the hash algorithm in use,….
	Should Read:

By specifying in the required values based on the hash algorithm in use,….

	112
	Chapter 2, Configuration Step 2, duplication of lines 15 through 28
	Remove duplicated lines:

|  Congo

Congo(config)# int Ethernet 2/47

Congo(config-fi)# vrf member vpc-keepalive
Congo(config-fi)# ip address 1.1.1.1 255.255.255.252

Congo(config-fi)# no shutdown

Congo(config-fi)# exit

Congo(config)# exit

| Egypt

Egypt(config)# interface Ethernet 2/48

Egypt(config-if)# no switchport

Egypt(config-if)# vrf member vpc-keepalive

Egypt(config-if)# ip address 1.1.1.2 255.255.255.252

Egypt(config-if)# no shutdown

Egypt(config)# exit

	127
	Chapter 2, vPC+, second paragraph, first sentence

Reads:

vPC+ can also enables FabricPath nodes to combine as a single virtual switch for the …
	Should read:

vPC+ also enables FabricPath nodes to combine as a single virtual switch for the …


Corrections for March 26, 2013
	Pg
	Error
	Correction

	59
	Chapter 2, Fifth Bullet Point

Reads:

· Unidirectional Link Detection: Describes how to use UOLD to prevent unwanted conditions in a Layer 2 environment.
	Should read:

· Unidirectional Link Detection: Describes how to use UDLD to prevent unwanted conditions in a Layer 2 environment.

	70
	Chapter 2, first configuration

Reads:

To configure the MAC address aging timer, enter the following commands:

N7K-1# config  t

N7K-1(config)# mac address-table static 0A11.1111.1111 vlan 10 interface e1/1

N7K-1(config)# exit
	
Should read:

N7K-1# config t

N7K-1(config)# mac address-table aging-time 1800

N7K-1(config)# exit

	70
	Chapter 2, second configuration

Reads:

N7K-1# config t

N7K-1(config)# mac address-table aging-time 1800

N7K-1(config)# exit
	Should read:

N7K-1# config  t

N7K-1(config)# mac address-table static 0A11.1111.1111 vlan 10 interface e1/1

N7K-1(config)# exit

	77
	Chapter 2, Figure 2-3

Reads:

Isolated VLAN 101

Host1
	Should read:

Isolated VLAN 101

Host5

	328

Thru

334
	Chapter 5, Example 5-87

[7m—More—[27m
	This line should be removed throughout Example 5-87

Page 329 - line 22

Page 330 - line 17

Page 331 – line 12
Page 332 – line 7

Page 333 – line 2 and line 42

Page 334 – line 36

	429
	Chapter 7, Example 7-30, last two configuration lines

Reads:

e-mail
	Should read:

email


	429
	Chapter 7, Example 7-31, first and second configuration lines

Reads:

e-mail
	Should read:

email 
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