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First Printing:  February 2014
Corrections for May 15, 2015
	Pg
	Error – Second Printing
	Correction

	220
	Chapter 4, Third Bullet

Reads:

· S-IS: Intermediate System-to-Intermediate System
	Should read:

· IS-IS: Intermediate System-to-Intermediate System


	720
	Chapter 11, Figure 11-15, Four Envelopes

Reads:

Inside Network 

SA  192.168.10.10

SA 192.168.11.10

Outside Network

SA 209.165.200.226

SA 209.165.200.227
	Should read:

Inside Network 

DA  192.168.10.10

DA 192.168.11.10

Outside Network

DA 209.165.200.226

DA 209.165.200.227


Corrections for March 20, 2015
	Pg
	Error – Second Printing
	Correction

	577
	CORRECTION TO ERRATA - Chapter 9, First Output listed under last paragraph

Reads:

R1(config)#access-list 10 permit 192.168.10.0 0.0.0.255
	Should read:

R1(config)# access-list 10 permit 192.168.10.0 0.0.0.255

	605
	Chapter 9, Two commands under Figure 9-29
Reads:

access-list 101 permit tcp 192.168.20.0 0.0.0.255 any eq 20

access-list 101 permit tcp 192.168.20.0 0.0.0.255 any eq 21
	Should read:
access-list 101 deny tcp 192.168.11.0 0.0.0.255 192.168.10.0 0.0.0.255 eq 20

access-list 101 deny tcp 192.168.11.0 0.0.0.255 192.168.10.0 0.0.0.255 eq 21


	669
	Chapter 10, Second to last command at bottom of page
Reads:

Router (config-if)# noipv6 nd managed-config-flag
	Should read:
Router (config-if)# no ipv6 nd managed-config-flag

	707
	Chapter 11, Interactive Graphic title
Reads:

Activity 11.1.2.3:  PAT and Port Numbers
	Should read:
Activity 11.1.2.4:  Next Available Port

	755
	Appendix A, Chapter 1, Answer 1

Reads:

1. B and C.
	Should read:

1. B, C and F.


Corrections for January 22, 2015
	Pg
	Error
	Correction

	63
	Chapter 2, First Paragraph after Figure 2-21, First Sentence
Reads:

In DHCP spoofing attacks, an attacker configures a fake DHCP server on the network to issue DHCP addresses to clients.
	Should read:
In DHCP spoofing attacks, an attacker configures a fake DHCP server on the network to issue IP addresses to clients.

	51
	Chapter 2, Table 2-8, Column Runts, Second Sentence 

Reads:

For Instance, any Ethernet pack that is less than 64 bytes is considered a runt.
	Should read:

For Instance, any Ethernet packet that is less than 64 bytes is considered a runt.



	79
	Chapter 2, Figure 2-27, Configuration Commands  

Reads:

R2 (config)# ntp master 1
R1 (config)# ntp server 10.1.1.1
	Should read:

R1 (config)# ntp master 1
R2 (config)# ntp server 10.1.1.1


Corrections for all Printings
	Pg
	Error
	Correction

	577
	Chapter 9, First Output listed under last paragraph

Remove first output:
	Remove the first line in the output:

R1(config)#access-list 10 permit 192.168.10.0 0.0.0.255
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